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Your challenges today 
There are too many alerts which are causing a real fatigue for security 
analysts. Furthermore, there is an overwhelming amount of security pro-
ducts which have to be mastered to perform an investigation which requires 
extensive manual tasks and repetitive actions. Meanwhile, businesses are 
pressured to be able to react to malicious cyber threats quickly and effec-
tively, without the necessary resources.

Why implement SOAR?
Agility: in a unified interface, it allows you to trigger actions on security 
technologies which are not talking with each other, without having to spend 
time to work on connectors. 

Time saving: accelerate triage alerts and response time thanks to auto- 
matic processing of known attacks. This way, you can focus on real impac- 
ting projects.

 
Managed  
SOAR Services
Accelerate your security operations  
with scalable and automated workflows​

What we offer:

Key figures:

A comprehensive range of services from design integration to 
full management with SLA, delivered by our experts.

A leading SOAR technology from our Palo Alto Networks  
partner available for dedicated, managed or co-managed  
operating models.

A use case factory handling custom dashboards, connectors 
and playbook development.

5x 
increased efficiency in relation to 
automation of routine tasks. 

2x 
improved productivity linked to 
analysts now able to focus on 
business impacting activity.

Top priority 
Orchestration and automation are 
top priorities for the cybersecurity 
leadership

Source: Forecast Analysis:  
SOAR, Worldwide – Gartner – 2021

2 500 experts in cyberdefense close 
to you, worldwide 

Highest Palo Alto Networks  
certification level

10 years experience in automation and 
playbooks designed for your needs



Build a safer digital society www.orangecyberdefense.com

A comprehensive service to stay protected and  
respond to incidents quickly and efficiently.  
Our service is covering the complete customer journey to automation and orchestration providing integration 
services, maintenance, monitoring, playbook development, full management and threat intelligence service. 

Managed  
SOAR  

services

Why Orange Cyberdefense? 
	▪ 2 500 experts worldwide and in a location near you

	▪ Ranked as a Strong Performer in The Forrester 
Wave™: European (MSSPs), Q3 2020

	▪ Profit from permanent updates and improvements 
in the Use Case Factory

	▪ Intelligence-led security: we invest heavily in R&D 
to detect and respond to the latest tactics, tech-
niques and procedures.

	▪ Palo Alto Cortex expertise certified elite, CPSP, 
ASC and Partner of the Year  

Managed SOAR Services at a glance 

Your needs Operating model

You are a large organization, requiring full control 
over the solution and a high level of expertise 

You need experts helping you manage the solution 

You have limited security staff and need peace of mind

Dedicated

Co-managed

Managed

Service levels catering to your needs

Integration services 

Design and integration of 
custom solutions

Maintenance, SLA 

Incident and change mana- 
gement of the solution on 
your behalf 

Monitoring 

Solution monitoring, inclu- 
ding hardware and software 

Playbook development 

Adaptation of playbook to fit 
your needs, your process 

Connectors  development 

Development of integrat-
ed components with your 
homemade applications 

Threat intelligence

Integration of threat intelli-
gence data to help incident 
investigation 


